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Introduction 

Maintaining a consistent view of the IT equipment and access to IT services is a very important aspect 

of IT Governance. This process is designed to ensure that such a view is maintained.  This process 

replaces any previous process relating to this activity. 

New Employees  

The following steps must be followed when a new employee is engaged: 

 

1. Identify IT requirements 

The IT requirement of the new employees should be assessed as soon as the decision is made 

to employ them.  It can often be helpful to look at the IT services used by other employees 

who have the same or similar roles.  The IT Helpdesk can provide a summary of these services 

upon request. 

 

2. Complete a request form 

The ‘User Access and Change Request Form’ can be found on your G: Drive in the following 

location: 

 

G:\DRV - ?? - General\IT\Forms (where ?? are the two letter short name for your site) 

 

Details of how to complete this form are given at the end of this document 

 

a. IT Hardware needed? 

If additional IT hardware is required this should be discussed with the Regional IT 

Manager.  This should be done as early as possible, since there can be a long lead 

time on IT equipment. 

 

b. Non- standard Software needed? 

Each computer will provide the following software: 

 MS Office 2013 Professional 

 Outlook 

 Adobe Reader 

 Windows Media Player 

 PDF Creator 

If the new starter requires other software it may need to be purchased (the IT 

Helpdesk can advise on this). A request for additional software would be submitted on 

the General request form and should be discussed with the Regional IT Manager. 

 

3. Send the request form to the IT Helpdesk & store in your employee permanent record 

Email the completed document (appropriately approved) to the IT Helpdesk. They will then 

create the requested user account. 

The original request form should be stored in the employee permanent record for future 
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reference. 

 

4. Receiving the account details 

The ‘User Access and Change Request Form’ includes the identification of the person who 

should receive the new User Account details.  In most cases this will be the new employee’s 

immediate supervisor. 

 

When the User Accounts have been created, the user names and passwords will be provided 

to the nominated person.  They are responsible for keeping this information safe until it is 

passed to the new employee. 

 

5. Sign User Declaration 

Prior to providing the details to new employees, the ‘User IT Declaration’ should be read and 

signed by the employee.  The Declaration can be found on your G: Drive in the following 

location: 

 

G:\DRV - ?? - General\IT\Forms (where ?? are the two letter short name for your site) 

 

This form must be returned to the IT Helpdesk within 5 working days of the employee starting 

to use IT services.  If not returned within this time, user access will be suspended until it is 

provided. 

Change or Remove Employee Access  

The following steps must be followed when access requirements for an employee changes or an 

employee leaves the organisation: 

 

1. Retrieve and review the current access details 

The current User IT Facilities Request form should be found in the employee permanent 

record.  If not available request that the IT Helpdesk provide a copy of the form. Review these 

details and identify any changes required. 

 

2. Update the ‘User Access and Change Request Form’  

Make the necessary changes to the form or create a new form if the changes are significant.  

Use the ‘Remove Account’ box where all access is to be removed. 

 

3. Send the request form to the IT Helpdesk 

Email the completed document (appropriately approved) to IT Helpdesk via email. 
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Process flowchart 

Below is a flowchart that sets out the steps involved in requesting IT services for a new employee 

 

Change in access 
required

New Employee 
appointed

Retrieve current 
 User Access and 

Change form 

Open  User Access 
and Change form  

(from G: drive)

New Hardware 
needed?

Discuss with 
Regional IT Manager

New Software 
needed?

Discuss with 
Regional IT Manager

Complete General 
Request form and 

Email to IT Helpdesk

User accounts set 
up & details send to 
nominated person

New employee 
arrives?

New employee signs 
& sends IT User 
Declaration to IT 

Helpdesk

End of process
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‘User Access and Hardware Request and Change Form’ Completion Guide 

Please refer to the following guide when completing the form.  This applies to requests for; new 

employees, changes to existing employees or removing access from former employees. 

 

Page 1: 

 

Enter Employee 
details. 

Select application 
access required by 
site: 
 
These are list 
boxes where you 
can hit the A 
button to add an 
application or R to 
remove access. 
There is also 
arrows on the left 
of each list box 
where you can 
toggle up or down 
between blank, 
Add or Remove. 

Link to process 
document. 
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Page 2: 

 
 

 

  

Add details for 
user MDC / PS 

account if required 

Select folders to be 
accessed by site 

through list boxes 
the same as the 

applications. 

Select General 
Drive access 
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Page 3: 

   
 

Once complete, send the form to the IT Helpdesk via email.  Details of the email address given at the 

bottom of each page of the form along with the version and release date of the form. 

 

Select any 
additional accesses 

or limitations 
required for user. 

Tick if scanning 
documents to 
MDC required. 

CEO or delegate to 
approve & date 

request. Supervisor 
or employee name 
to receive account 

details. 

Select Sharepoint 
access level 

required. 

Include any 
additional 

comments. 


